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Abstract
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Zigbee is the standard of choice in wireless personal areaones with low
power consumption, such as, for example, sensor and caeviteless networks.
Since nodes may be positioned in non-easily accessibleqlachigh energy
efficiency is required in order to maximize the network liig@ and minimize
the maintenance costs. A simple and straightforward swiut maximize the
network lifetime consists in turning off all nodes which avet needed, e.g.,
when the node spatial density is higher than that requireshtisfy the sens-
ing requirements. We propose an innovative radio-switchigthee network,
where remote sensor nodes are selectively turned off. Ma@gely, the radio
control is based on the use of Radio Frequency IDentificgfRifiD) technol-
ogy, leading to a hybrid Zigbee/RFID architecture. In otwerds, we consider
two logically overlapped networks, RFID and Zigbee. The RRketwork turns
on/off the nodes of the Zigbee network through a power-afbathm, referred
to asdeep sleep algorithm, designed to equalize the residual energy in &agh
bee node. In fact, the RFID controller (i.e., the reader)icgtly switches off
the Zigbee nodes with low amounts of residual energy. Bydmgl upon the
proposed RFID-controlled Zigbee networks, we focus oniaafibns which re-
quire a minimumlocal spatial density of observations. This is of interest, for
instance, in distributed monitoring applications, wheme aeeds to monitor the
largest possible area in a homogeneous way. In this casetredice avirtual
spatial grid over the monitored region, and we apply the deep sleep &hgori
cell by cell of the grid, requiring that at most one node pdrisactive at a time.
The proposed hybrid Zigbee/RFID networks are analyzedugiirddpnet-based
simulations.

Zigbee, RFID, hybrid networks, energy efficiency, wirelesasor networks



1. INTRODUCTION

Wireless sensor networks are an interesting research, toptb in mili-
tary [1-3] and civilian scenarios [7, 23]. In particularmete/environmental
monitoring, surveillance of reserved areas, etc., are itapofields of appli-
cation of wireless sensor networking techniques. Theskcagipns often re-
quire very low power consumption and low-cost hardware.[18]

One of the newest standards for wireless networking with tiamsmis-
sion rate and high energy efficiency has been proposed by itiiee& Al-
liance [12,28]. An experimental analysis of Zigbee Wirsl&&nsor Networks
(WSNs), taking into account the impact of the most importastem parame-
ters (e.g., the Received Signal Strength Indication (R$!80Qughput, network
transmission rate, and delay) is presented in [10, 12, 1% @ the most in-
teresting research directions for WSNs is the design of ostarchitectures
with high energy efficiency. In [5], the authors analyze alifnt approaches
and possible optimization strategies in order to reduceduweer consumption
of IEEE 802.15.4 networks. In [22], instead, a mechanisnsfartting down
the radio frequency interface of wireless sensors, in daderduce power con-
sumption, is presented.

On the other side, Radio Frequency IDentification (RFID)icks are also
receiving more and more attention, by both industrial anergific communi-
ties. In particular, they can be used for luggage identificain airports, bio-
logical materials identification in hospitals, monitorinfpost parcels, track-
ing of livestocks, efficient monitoring of objects in supplyains, etc. [11, 19,
25,26]. One of the newest areas of interest for the RFID w@dgy is perva-
sive computing, typically carried out integrating diffatdechnologies, such
as RFID devices and WSNs [20]. In [24, 27], the authors pre@o=l evalu-
ate three different system architectures in order to comitsNs with RFID
systems.

We first introduce a logical scheme for the integration oftiéig and RFID
networks to maximize the battery lifetime of the nodes inftrener network.
Then, we analyze the performance of this integrated netimdgems of energy
consumption, considering a simple deep sleep algorithieh that nodes are
cyclically turned off once their battery energy becomesdpthan a threshold
level, which is adaptively adjusted during network evaati Finally, in order
to monitor the network surface uniformly, we introduce auat spatial grid
and apply the deep sleep algorithm cell by cell of this grid.

The structure of this work is the following. In Section 2, @dloverview on
the Zigbee standard is provided, whereas in Section 3 waidestie RFID
technology. In Subsection 4.1, we present the selectiveewakidea upon
which our model is based, and in Subsection 4.2 the Opnetaionstructure
of the integrated Zigbee-RFID network is presented. In 8ciien 4.3, the im-
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plementation of the deep sleep algorithm is considered miSubsection 4.4
the concept of virtual spatial grid is presented. In Seclipthe performance
of hybrid Zigbee-RFID networks is analyzed. Finally, Sectb contains con-
cluding remarks.

2. ZIGBEE STANDARD OVERVIEW

The Zigbee standard is suited for the family of Low-Rate \éise Personal
Area Networks (LR-WPANS), allowing network creation, mgament, and
data transmission over a wireless channel with the highessiple energy
savings. Three different types of nodes are foreseen by itieeg& standard:
(i) coordinator, (ii) router, and (iii) end device. In the absence of a direct
communication link, the router is employed to relay the gaskowards the
correct destination. The coordinator, in addition to radgythe packets, can
also create the network, exchange the parameters used loyhrenodes to
communicate (e.g., a network IDentifier (ID), a synchrotioraframe, etc.),
and send network management commands. The router and ratomdare
referred to ag-ull Function Devices (FFDs), i.e., they can implement all the
functions required by the Zigbee standard in order to senhdmaaintain com-
munications. The end devices, which are also referred Redisced Function
Devices (RFDs), can only collect data from sensors, insert thesgegainto
proper packets, and send them to destination nodes.

The Zigbee standard is based, at the first two layers of thédSOstack,
on the IEEE 802.15.4 standard [14], which employsoa-persistent Carrier
Sense Multiple Access with Collision Avoidance (CSMA/CAgMum Access
Control (MAC) protocol and operates in the 2.4 GHz band (sirtyi to the
IEEE 802.11 standard [13]). In addition, the IEEE 802.1%ahdard provides
an optional ACK message to confirm the correct delivery of ekpa We
remark that the medium access mechanism in Zigbee wiredtamrks makes
use of aback-off algorithm to reduce the number of packet collisions. A node,
before transmitting a new packet, waits for a period whosgtteis randomly
chosen within an interval defined during the network starphase. After this
period of time has elapsed, the node tries to send its padkiétdetects a
collision, it doubles the previously chosen interval andtsyaf the channel is
free, instead, it transmits its packet. This procedurepsaied for five times,
after which the waiting interval is kept fixed to its maximu@dwe. This back-
off algorithm makes it likely, in the considered scenariosv(traffic load), that
a node will eventually manage to transmit its packet.

The Zigbee standard provides a technigue which improvesythehroniza-
tion between RFDs. This technique is based on the subdividithe time into
dots and the transmission of a periodic signal, referred tbeason, from the
coordinator of the network. In particular, the standardraefia specific frame
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Figurel. Structure of the superframe used by the Zigbee standard.

structure, referred to asiperframe, shown in Figure 1. This frame is divided
into two main zones: (i) active and (ii) passive. The activaeis divided,
in turns, into two periods: (i) the Contention Access Per(G&P) and (ii)
the Contention Free Period (CFP). In the CAP, the RFDs adbesshannel
according to the CSMA/CA protocol, whereas in the CFP ondyR-Ds that
have previously reserved a Guaranteed Time Slot (GTS) aaesacthe chan-
nel, thus preveventing the collisions. Finally, in the pasgzone all the RFDs
switch intosleep state in order to improve the energy savihgiccording to
the Zigbee notation, the time interval between two subs@goeacons is re-
ferred to as Beacon Order (BO), whereas the duration of ttiegeaitame is
referred to as Superframe Duration (SD).

3. RFID TECHNOLOGY

The RFID technology specifies two different devices: (i) teaer and (ii)
the transponder or tag. The tag is an electronic device that stores data useful
for identification and is placed on the object to be tracked tli® opposite, the
reader is the device used to interrogate the tags. The tadsecalassified into
three main categories, according to the power source treegqripped with:
(i) active, (ii) semi-passive, and (iii) passive [11]. The active tags, in order to
respond to the interrogation of the reader, use their owarnial batteries for
processing operations and signal transmission. The sassie tags, instead,
use their batteries only to power the internal processorrarido broadcast
the return signal. Finally, the passive tags, being notmagpd with batteries,
exploit the energy of the received signal to respond to thdee packscatter-
ing technique). Obviously, the tags with longer lifetime (vatly infinite) are
the passive ones, whereas the active tags have the lorngestission range.
Once the reader has interrogated a tag and this has repliestitp without
incurring into collisions with other tags (proper antidegibn mechanisms are
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used [6]), the reader sends atknowledgment message to the tag to confirm
correct message reception.

The functionalities provided by the RFID technology are mhairelated
to error-free communication between reader and tags @uitiimal), identi-
fication and communication with multiple tags, selectionaofarget set of
tags, lock of data stored in the tags, and writing and ovéinvgrioperations
in the tags. The communication from the reader to the taggrdng to the
backscattering technique, is realized through amplituddutation of the in-
terrogation signal. On the other hand, after the transomissf the interroga-
tion signal, the reader emits a constant-power signal walidws the tags to
respond to the former signal through a load modulation tecten[11]. The
reader receives data from the tags as a variation of thetiefieaf the constant-
power signal.

When the reader interrogates a set of tags, these may resporetliately,
leading to a collision. One of the most important standaotdshfe RFID tech-
nology is the ISO/IEC 18000-6 standard [15]. This standafinds a refer-
ence model for identification systems which operate in thgeaf Ultra High
Frequencies (UHF). In particular, this standard regul&Eel systems in the
frequency band around 868 MHz in Europe. The 18000-6 stdndefines
two different transmission types: (iype A and (i) type B. Both transmission
types make use of a rate equal to 40 kbps and use a binary ploasgation.
The difference between these two transmission types edidthe medium
access control (MAC) protocol. If a collision is detectedthg reader, the
Type A tags retransmit the interrogation request accortbrtye Aloha MAC
protocol [4]. According to this protocol, a tag transmitssasn as a packet is
generated and it assumes that a collision has happened ¢kanveledgment
message is not received after a given period of time. Typ@8 fastead, use
the Binary Tree Protocol (BTP) [6] as anti-collision mecisam The idea of
the BTP is that, upon a collision, the set of tags is dividdd two subsets:
one set tries to retransmit their messages immediatelyraabehe other set
waits till a new interrogation request is generated by tlzelee Eventually,
only one tag will retransmit, and its identity (or any oth&red information)
will be successfully acquired by the reader. This recurprazedure is then
repeated, under the constraint that the already censeditagst respond to
the interrogation signal.

4. HYBRID ZIGBEE-RFID NETWORKS
4.1 System Model

Our system model consists of a network wh&fanodes are deployed to
monitor a particular phenomenon of interest. Under therapsion that a min-
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Figure 2. Network scenario wittN = 14 nodes, out of which anN,, = 9 are active and
N — Nnmin = 5 have been turned off by the deep sleep algorithm.

imum spatial density of observations is required, i.e., aimim numbeNmin
of RFDs needs to be used to monitor a given surface (with Aredinterest,
and that the numbeK of deployed RFDs is larger thaXm,,, our approach
consists in implementing el ective wake-up of the RFDs. More precisely, our
strategy consists in selectively turning on and off the RFder to equalize
the energy consumption of the nodes in the network. In omlenaximize
the network lifetime, as soon as the residual energy of anealRf-D becomes
lower than a fixed thresholBy,, the RFD is switched into the sleep state. At
the same time, one of the remainiNg- Nmin RFDs (previously switched off)
is woken up, so that an overall minimum spatial density ofoetions of the
phenomenon of interest is guaranteed. This procedure esreelff to agleep
dleep algorithm. An illustrative example of the status, at a given time, oé& n
work where the deep sleep algorithm is used, is shown in EiguiWe point
out that the RFDs are only switched into the sleep statesandsdf being turned
off, in order to prevent them from losing synchronizatiorthithe coordinator
and the other RFDs in the network. In fact, according to thgh&é standard,
the network joining operations performed when an RFD isadron introduce
a delay longer than the length of the wake up operationse gl RFD must
wait for a new beacon in order to synchronize with the netvwdore starting
its transmission. On the opposite, the RFDs in the sleep staitch to the
active state only when a beacon transmission is schedulkdwsequently,
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if not required, return into the sleep state without losingirt synchronization
with the network. The goal of the deep sleep algorithm isgnegualization
among the RFDs, so that the residual energies of the RFDsieded. When
an RFD is in the sleep state, in fact, its energy consumpsidour orders of
magnitude lower than in the active state [8, 16].

4.2 Opnet Simulator Structure

Our hybrid Zigbee-RFID model is based on an IEEE 802.15.4eDprodel
developed at the University of Porto, Portugal [21] and orR&iD Opnet
model developed at the University of Parma, Italy [9]. Th&HE802.15.4
model is beaconed in order to synchronize the nodes in theonetand save
energy. In addition, this model contains a battery moduléckviis used to
evaluate the energy consumption of the devic€n the other side, the Op-
net RFID model implements the ISO/IEC 18000-6 standardsidening faded
wireless channels. Since the Zighee and RFID models areirtisive have
developed a hybrid Opnet Zigbee-RFID model where the supooents com-
municate and cooperateObviously, the beaconing mechanism is modified in
order to take into account also the RFDs which are not tratisgiduring a
frame. Note that in our system the BTP (embedded in the ISODAB000-6
standard) is not used, since the RFID tags are used only ashewifor the
(Zigbee) RFDs and do not need to be identified. In Figure 3t(&) logical
scheme of the integrated Zigbee-RFID network is shown. Npoeeisely, the
RFID network lays on top of the Zigbee network. In our hybndtem, the
information is transferred through the IEEE 802.15.4 @ad)i network which
is, in turn, controlled by the RFID network. In Figure 3 (b)sfead, we show
the integrated devices used in our network: ithiegrated AP, which is ob-
tained from the combination of an RFID reader and a Zigbeedioator; and
integrated node, which is obtained from the combination of an RFID tag and a
Zigbee RFD. We point out that the integrated node is batteweped, whereas
the integrated AP is supposed to be connected to the ebdcigistem, so that
battery exhaustion is not an issue for the latter, but onlyte former.

4.3 Deep Sleep Algorithm

We now describe the basic functionalities of an hybrid ZegB&ID net-
work. When an RFD is in the sleep state and is selected by tirglioator, the
associated RFID tag receives the signalling message fremetider (through
the logical RFID network) and switches on its RFD, which emtmto the
active state and starts communicating (through the lodiiglbee network).
Similarly, when an RFD is active and its residual energy bez®lower than
a threshold value, the RFD communicates it to the Zigbeedioator. The
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Figure 3. Logical scheme of the integrated network: (a) the Zigbee RRtD networks are
combined together; (b) the integrated nodes and AP arenglatdiom the integration of Zigbee
and RFID devices.

coordinator informs its associated RFID reader, which, &ayding a proper
message to the tag, forces the selected RFD into the sletep S$ince the
deep sleep algorithm is managed by the coordinator of theegigietwork, the
active RFDs embed their residual energies inside the datefsmsent to the
coordinator. In this way, the coordinator is constantly @waf the residual
energy of each active RFD. On the other hand, since an RF2isldep state
does not transmit any packet, the coordinator also usediamedéisn algorithm
to predict the energy consumed by an RFD during the sleep stat

We now describe the main steps of the deep sleep algorithmaghrillus-
trative diagrams. Figure 4 refers to the operations invbhwéden the network
is started. All the RFDs are equipped with identical baterand we refer
to the initial energy level as 100%. At the network start-oply Nmin RFDs
are turned on, whereas the remainig- Nn,in nodes are turned into the sleep
state. The integrated AP createseasus table, where information about the
position, the residual energy, and the status of each RFDrisds In our sim-
ulations, we assume that the position of each RFD is pretintjnavailable at
the integrated AP, whereas the entry of the census tabliveeta the residual
energy of an RFD is updated as soon as a packet (containmgfbrmation)
is received from the node. If an RFD is in the sleep state gg&lual energy
value is estimated by the AP before scheduling the trangmisg a new bea-
con.
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Figure 4. Initial steps of the deep sleep algorithm for selective wagef remote nodes: (A)
Nmin out of N RFDs are selected by the AP; (B) the selected RFDs are notifiredgh the
associated RFID tags; (C) the activated RFDs start comrating:

As soon as an RFD is turned on, its residual enéigseduces and, conse-
guently, its value in the census table is updated. The dwalaf the network
according to the deep sleep algorithm is illustrated in Figu When the en-

ergy of an RFD becomes lower than an initial threerﬂ.(a, the integrated AP
forces the RFD into the sleep state through its associatéid faf. At the same
time, the integrated AP forces one of the sleeping nodes higther residual
energy to wake up. This procedure is repeated until there@more RFDs
with residual energies higher thE{f). At this point, the threshold value of the
residual energy is decreased of a pre-defined energyEsteldore precisely,
the new energy threshold is setlié,l) = Et(f?) — Es. This procedure is repeated
until the energy threshold is so low that data communicationthe Zigbee
logical network are no longer possifiéit this point, as soon as the minimum
spatial density of observations is no longer guaranteedhétwork is declared
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Figure5. Steps of the replacement of an active node with residuapgnerder threshold and
a sleeping node with higher residual energy: (A) the AP ifiestan RFD with low residual
energy; (B) a sleeping node with high residual energy isddron and (C) the selected active
RFD with low residual energy is turned off; (D) the set of eethodes communicate.

dead and the simulation stops. More details on the energgucoption at the
nodes will be given in Subsection 5.1.

In general,N integrated nodes could be deployed randomly over a given
surface. As an illustrative scenario, in FiguréN6= 27 nodes are deployed
randomly over a square surface. The integrated AP is platebei center
of the monitored surface, whereas tHe= 27 integrated nodes are deployed
according to a 2-D Poisson distribution.

4.4 Deep Sleep Algorithm with Virtual Spatial Grid

While the deep sleep algorithm takes into accountavesall observation
spatial density (considering the total number of nhodesayegul over the entire
network surface), in several applications it might be oéiiast to monitoho-
mogeneously the network surface, i.e., to guarantee an approximateigtaot
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Figure 6. Network scenario witiN = 27 nodes, out of which and,i, = 19 are active and
N — Nmin = 8 have been turned off by the deep sleep algorithm. The nreditsurface is not
divided into cells..

local observation spatial density across the surface. In ordeotthis, we
follow an approach based on the use ofraual spatial grid over the network.

If the monitored area is virtually partitioned into obsdiwa cells (with
a local minimum required node spatial density per cel)ntthe “standard”
deep sleep algorithm can no longer be applied, since it dealdl to turn off
all nodes of the same cell. However, there might be scenaii@se particu-
larly critical phenomena need to be observed with high aaguover the entire
monitored surface. In Figure 7, an illustrative examplehef network in Fig-
ure 6 with an overlaid virtual spatial grid is shown. As one sae, different
cells may contain different numbers of nodes. In the foltayyiwe will denote
the cells where there is only one integrated nodeeasndary, whereas the
cells with more than one integrated node will be denotegrasary. In the
presence of a virtual spatial grid, the deep sleep algorithapplied in each
primary cell, where the observations are redundant. Inebersdary cells, no
deep sleep algorithm is applied, since the integrated nodesot be turned
off. The cells with no node are not relevant for monitoringgmses.

The network is declared dead as soon as all the RFDs of one gfittmary
cells die. This criterion comes from the assumption thanpri cells are as-
sumed to be associated with critical zones of the phenomender observa-
tion, whereas the secondary cells may be associated witctédsal zones.
Thus, when a primary cell contains no more RFD, we assuméhbatbserva-
tions are no longer reliable and the network is declared .dés&remark that
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Figure 7. Network scenario witiN = 27 nodes, out of which and,i, = 19 are active and
N — Nnin = 8 have been turned off by the deep sleep algorithm. The nrexiturface is divided
into cells and only one node per cell is active, accordindéodpatial grid procedure.

our approach is valid also in scenarios whire Nnmin, but it is more effective
in scenarios wherbl > Nmin.

5. PERFORMANCE ANALYSIS

The simulations have been carried out considering netwailts N = 40
nodes deployed over a square surface with 6 m long sides.| tasds, the
RFDs send packets directly to the integrated AP, i.e., alWokk realizations
have star topologies. The packet interarrival tifpeis either fixed to 0.25 s or
Poisson-distributed with average value equal to 0.25 s.cbheidered packet
length isL = 200 bit/pck. We assume that the network is dead when thegnerg
level of all RFDs becomes 80% of the initial value. Each panfance simu-
lation result is the average of the results obtained corigigl® realizations of
the network topology (according to a 2-D Poisson distrimiti

Before starting the simulation-based performance arsabfdiybrid Zigbee-
RFID networks using the deep sleep algorithm, we providerdagler with
some details about the energy consumed by each integraded Tibe average
residual energyat a generic instaritcan be expressed as follows:

Er(t) = i — Ec(t) (L1

wherekE; is the initial energy of a node arkek(t) is the energy consumed at the
instantt. In particular,

Ec(t) = Ec_x (t) + Ec_rx(t) + Ec_idie(t) + Ec_steedt)
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where:
Ecrx(t) = A- Ec_tx_1pek-t = Krx -t
EC_RX(t) = A (N — 1) . Ec_RX_l_ka 1= KRX -t
At >
Ec_slee;(t) ~ Ec_sleep1s- —_passhezontt = Ksleep't

Atsu perframe
Atactivezone )

Ecidle(t) =~ Ecidle.1s-

Atsuperframe
<[t —Atrx_1pek- A -t —Dtrx_ 1 pek- A - (N—1) -t]
= Kide-t

A is the packet transmission réieEc_Tx_l_pck andE;_rx_1_pck are the energies
consumed per packet transmission and reception actscte@he E: sieep1 s

andE. ige_1_s are the energies consumed during one second of persistence i
the sleep and idle states, respectively; Atgivezone Atpassivezone@NAtsyperframe
are the durations of the active zone, the passive zone, ansufherframe, re-
spectively. Therefore, we can approxim&gt) as

Ec(t) 2 [Krx + Krx + Ksleept Kidie] -t = Kiot - t (1.2)
Using (1.2) into (1.1), the residual energy at titmean be rewritten as

The final expression (1.3) for the residual energy is obthimeder the as-
sumption of no use of the deep sleep algorithm. However,efdbep sleep
algorithm is used, only the values BEjeep and Kige change, but the linear
dependence d&, fromt still holds, as will be shown in the following.

51 Deep Sleep Algorithm

In Figure 8, we evaluate the impact of the energy &epn the average (over
the integrated nodes) residual energy in three differesmantos, considering
N = 40 nodes in all cases: (i) witNmi, = 40 (i.e., the deep sleep algorithm
is not used), (ii) withNmin = 30, and (iii) with Nmin = 25. The packet gen-
eration rate is constant where packet interarrival timeabtju0.25 s is used.
Observing the curves related to the scenarios with the deep algorithm, it
can be noted that the performance for a given valug,@f does not depend on
Es. This is to be expected, provided that the energy step imirifly smaller
than the initial energy. In fact, when the deep sleep algorits used Nnmin
nodes are active at a time, and the valuegodietermines only the rate at which
nodes get activated and deactivated. In particular, theWolg considerations
can be carried out.
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Figure 8. Average residual energy as a function of the days of simaraiin scenario with
N = 40 nodes. Various values (25, 30, 40Nxf;, are considered for the application of the deep
sleep algorithm. In the case wili,in < N, various values of the energy step are used.

m If Egis very small, then the energy levels of the nodes are eauhiiza very
fine way. However, this implies that nodes will cycle betwesnand off
states very often, i.e., the integrated AP will spend ené@rgending con-
trol messages and in the processing required to track tieorietopology
changes.

= Onthe other hand, K is not too small, then energy equalization is “rougher”
but the integrated AP will spend less energy in network mamamt opera-
tions. Since energy consumption is typically not an issueffe integrated
AP, “finer” energy equalization should be chosen.

To summarize, the network behavior of a hybrid Zigbee-RFdbuvork using
the deep sleep algorithm is very similar to a “standard” Bmglmetwork with
Nmin RFDs, regardless of the value Bf.

In Figure 9, the average residual energy is shown as a funefithe number
of days of simulation, for various values of the numbkyi, of active RFDs.
We have considered only; = 1% because, as shown in Figure 8, the average
residual energy is independent Bf. Observing the curves in Figure 9, one
can conclude that:

m the smalleNy,n, the higher the energy saving, regardless of the simulation
duration;
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Figure 9. Average residual energy, as a functionNy;,,, considering various values for the
number of days of simulation. In all casés= 40.

= the performance of the network without the deep sleep dlguorf{i.e., the
scenario witiNmin = 40) is the worst.

According to the deep sleep algorithm, in fact, whg, is small, there is a
large number of RFDs in the sleep state, and the energy cqtgmumgaveraged
over all RFDs in the network) is, therefore, low. On the opfgosvhenNmin
is large or, as a limiting case, the deep sleep algorithmtisis®d N = Nmin),
there is a large number of RFDs active in the network, and tieggy con-
sumption is high.

In Figure 10, the average residual energy is shown as a umofithe num-
ber of days of simulations, considering constant and Poipacket generation
distributions. As mentioned at the beginning of this sextithe packet gen-
eration rate isA = 4 pck/s—this is theaverage packet generation rate with
Poisson distribution. As one can see from results in Figretie average
residual energy is a linearly decreasing function of theetisgardless of the
packet generation distribution. However, for a given vadfi®nin, it can be
observed that a Poisson distributed packet generatios kead performance
degradation with respect to the case with constant packetrgon, and this
degradation is more pronounced the largeNjg,. This is due to the higher
traffic generated with the Poisson distribution. Each actiede receives all
the packets transmitted in the network and processes oode thvith a desti-
nation address equal to its own address. On the other haredh avhode is in
the sleep state, no packet is received and energy is préeserve
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Figure 10. Average residual energy, as a function of the number of déyginulation, for
various packet generation distributions: (i) constant @pdPoisson. In all cased\N = 40,
whereafN\nin, is set to either 25 or 40.

Finally, we point out that, also with Poisson-distributesitket generation,
different values of the energy stéf do not influence the observed perfor-
mance.

5.2 Impact of the Virtual Spatial Grid

In this section, we present performance results in scenarieere a virtual
spatial grid is considered and the deep sleep algorithm pseablocally, as
described in Subsection 4.4. The same network topology b§&uion 5.1 is
considered and the monitored surface is divided into 36 tetfis. We remark
that, according to our algorithm, in the secondary cellsbdes are turned on
according to the traditional superframe structure. In tieary cells, where
the deep sleep algorithm is applied cell by cell, insteadreths at least one
active node per cell, whereas the other nodes of the cellalieally switched
into the sleep state.

We have considered different network configurations andave sompared
the results in the presence of the virtual spatial grid whthse of scenarios
without it. For different types of networks, we have considethe same net-
work topology realizations, in order to make the comparifsn

In Figure 11, we present the average number of active cetisagteed by
the two different node management mechanisms. On average the dif-
ferent topologies considered in our simulation framewdile, virtual spatial
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Figure 11. Average cells coverage with and without the virtual spaiiéd. In all cases, the
deep sleep algorithm is uselfi, = 25) andN = 40.

grid procedure guarantees the coverage of 24 cells, wharsanario without
virtual spatial grid procedure leads to an average of 1vectlls. As one can
see, the average number of active cells remains constantre/esimulation:

this is due to the fact that in both cases the battery enenggtidepleted.

In Figure 12 the average energy consumption performanckhosrsas a
function of the number of simulation days, considering scigs without the
deep sleep algorithniNg,i, = 40), with the deep sleep algorithm without virtual
spatial grid Nmin = 20, or Nmin = 25), and with the virtual spatial grid. The
curves presented in this figure are obtained in a scenaficByit 1%, because
we have experienced that, as in the case with deep sleejitlafgothe energy
step has no impact on the performance of networks with ttealispatial grid.
The energy consumption of a traditional Zigbee networkrigdathan that of
networks with deep sleep algorithm both with and withoutudl spatial grid.
In particular, in scenarios where the virtual spatial gadpplied, on average
there are 24 active nodes, and the average residual energy ifr similar to
that of the network with deep sleep algorithm and withoutusl spatial grid
with Npin = 25.

6. CONCLUSIONS

We have proposed an approach to integrate Zigbee and RFiirket in
order to create an energy-efficient network which allowseledively turn on
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Figure 12. Average energy consumption with energy step equal to 1%eofritial energy
level. The number of nodes ¢ = 40. The deep sleep algorithm is applied consideNpg, =
20, Nmin = 25, respectively. The performance with the virtual spajia is also shown.

and off the remote nodes. Therefore, we have proposed a kegpadgorithm
which selects the nodes to be activated according to thsidual energy, so
that the energy consumption of the nodes in the network islempd. Fi-
nally, we have introduced a procedure which selects thgriated nodes to be
activated according not only to their residual energy, lin & their spatial
positions. This selection is based on the introduction oir@al spatial grid
over the network surface, adcal application of the deep sleep algorithm.
For the configurations without virtual spatial grid, we hawaluated through
the Opnet simulator the average residual energy perforenas@ function of
Nmin, Es, highlighting the energy saving guaranteed by the hybrighZe-RFID
network. For the configurations with virtual spatial gridstead, we have ana-
lyzed both the area effectively monitored by the sensor adtwnd the energy
consumption. In this case, the virtual spatial grid not gmigvides the same
area coverage than traditional Zigbee networks, but alswsalto extend the
network lifetime. This solution, which should be appliedsitenarios where
local observation spatial density is relevant, could bepgastbin order to cre-
ate a very energy-efficient wireless sensor network basetbtally passive
components with addressing capabilities.
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NOTES

1. We remark that the energy consumption in the active periedhree orders of magnitude higher
than that in the passive periods.

2. We remark that the energy consumption values considereldis model are typical of MICAz
devices [8].

3. We point out that the realization of an experimental gyqte physically connecting a Zigbee RFD
with an RFID tag is currently under study.

4. Denoting byng, the final updating steﬁfﬁ“m = Efr?) — Nfin - Es is too low to support communication
in the Zigbee network. The value ofy, depends on the specific parameters of the Zigbee network.

5. The residual energl;(t) is the exact, not only the average, residual energy in the aBRoisson-
distributed packet generation.

6. In the case of constant packet interarrival tifiyg, A = 1/Tint = 4 pck/s, whereas in the case of
Poisson-distributed packet generatian= 4 pck/s is theaverage packet transmission rate.
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